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MRC Holland software is not affected by vulnerabilities
in Log4j
This article was retrieved from support.mrcholland.com on Sunday, 11th May 2025.

None of the software supplied by MRC Holland is affected by the Apache Log4j
security vulnerabilities that have recently been reported. This includes Coffalyser.Net
for MLPA data analysis and Coffalyser digitalMLPA for digitalMLPA data analysis.

Software from MRC Holland is not written in Java and does not utilize Log4j.
Therefore, vulnerabilities in Log4j, including CVE-2021-44228 (publicly disclosed on 9
December 2021 and also known as Log4Shell) and other vulnerabilities such as
CVE-2021-45046 and CVE-2021-45105 have no effect on our software.

Tags
Coffalyser digitalMLPA
Coffalyser.Net

The information provided in this material is correct for the majority of our products.
However, for certain applications, the instructions for use may differ. In the event of
conflicting information, the relevant instructions for use take precedence.
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